
 

 
 

 

 
 

 
 

Findings and Recommendations for 
Wireless Network Plan 

DRAFT ς Revision 8a 
 

Prepared for City of Palo Alto 
August 2015 



City of Palo Alto ς Wireless | DRAFT | August 2015 

 

ii  

 

Contents 

1 Summary of Recommendations ............................................................................................. 1 

2 Executive Summary ................................................................................................................. 3 

3 A Review of the Municipal Wireless Landscape ..................................................................... 5 

3.1 Town of Brookline, MA..................................................................................................... 5 

3.1.1 System Description ................................................................................................... 5 

3.1.2 Lessons Learned ........................................................................................................ 6 

3.2 Lompoc, CA ....................................................................................................................... 6 

3.2.1 System Description ................................................................................................... 6 

3.2.2 Lessons Learned ........................................................................................................ 7 

3.3 Port Angeles, WA ............................................................................................................. 7 

3.3.1 System Description ................................................................................................... 8 

3.3.2 Network Operations ............................................................................................... 14 

3.3.3 Lessons Learned ...................................................................................................... 17 

3.4 Ripon, California ............................................................................................................. 18 

3.4.1 System Description ................................................................................................. 18 

3.4.2 Lessons Learned ...................................................................................................... 18 

3.5 San José, CA .................................................................................................................... 18 

3.5.1 System Description ................................................................................................. 19 

3.5.2 Lessons Learned ...................................................................................................... 19 

3.6 Santa Clara, CA ............................................................................................................... 19 

3.6.1 System Description ................................................................................................. 19 

3.6.2 Lessons Learned ...................................................................................................... 20 

3.7 Implications to Consider for Palo Alto Wireless Deployment ........................................ 21 

4 Wireless Network Architecture ............................................................................................ 23 

4.1 Point-to-Point Communications Links ............................................................................ 23 

4.2 Point-to-Multipoint Communications Links ................................................................... 24 

4.3 Blanket Coverage ........................................................................................................... 25 

5 Wi-Fi Technology .................................................................................................................. 27 



City of Palo Alto ς Wireless | DRAFT | August 2015 

 

iii  

 

5.1 Transmission Evolution .................................................................................................. 27 

5.1.1 802.11a ................................................................................................................... 27 

5.1.2 802.11b ................................................................................................................... 28 

5.1.3 802.11g ................................................................................................................... 28 

5.1.4 802.11n ................................................................................................................... 28 

5.1.5 802.11ac .................................................................................................................. 29 

5.2 Achievable Network Data Throughput Rates ................................................................. 30 

5.3 Network Security ............................................................................................................ 32 

5.4 Signal Propagation and Interference Rejection ............................................................. 32 

6 City Resources to Support Wireless Deployment ................................................................. 33 

6.1 Fiber-Optic Backbone Requirements ............................................................................. 33 

6.2 Installation Options for Wireless Access Devices........................................................... 36 

7 Palo Alto Requirements Analysis and Stakeholder Input ..................................................... 38 

7.1 The Need for Wireless Broadband ................................................................................. 38 

7.2 Stakeholder Input ........................................................................................................... 40 

7.2.1 Information Technology.......................................................................................... 40 

7.2.2 Community Services................................................................................................ 43 

7.2.3 City of Palo Alto Utilities ......................................................................................... 45 

7.2.4 Planning and Community Environment Department ς Transportation Division ... 46 

7.2.5 Public Works Department ς Engineering Services Division .................................... 47 

7.2.6 Public Safety Departments: Police Department, Office of Emergency Services, Fire 

Department ........................................................................................................................... 47 

8 Potential Palo Alto Wireless Deployment Options ............................................................... 52 

8.1 Scenario 1: Deploy Public Wi-Fi and Secure City Enterprise Network Access at City 

Buildings .................................................................................................................................... 52 

8.2 Scenario 2: Deploy Public Wi-Fi and Secure City Enterprise Network Access ............... 53 

8.3 Scenario 3: Deploy a Point-to-Multipoint Network for Secure City Enterprise Access . 58 

8.4 Scenario 4: Deploy a Citywide Mobile Data Network for Public Safety Users............... 58 

9 System-Level Design and Cost Estimates for Wireless Deployment Scenarios .................... 61 

9.1 Scenario 1 ....................................................................................................................... 61 



City of Palo Alto ς Wireless | DRAFT | August 2015 

 

iv  

 

9.2 Scenario 2, Phase A ........................................................................................................ 61 

9.2.1 Basic Assumptions .................................................................................................. 62 

9.2.2 Financial Summary .................................................................................................. 62 

9.3 Scenario 2, Phase B ........................................................................................................ 63 

9.3.1 Basic Assumptions .................................................................................................. 63 

9.3.2 Financial Summary .................................................................................................. 64 

9.4 Scenario 3 ....................................................................................................................... 64 

9.4.1 Basic Assumptions .................................................................................................. 65 

9.4.2 Financial Summary .................................................................................................. 66 

9.5 Scenario 4 ....................................................................................................................... 66 

9.5.1 Basic Assumptions .................................................................................................. 66 

9.5.2 Financial Summary .................................................................................................. 67 

10 Business Case for Citywide Wireless ..................................................................................... 69 

10.1 City-Owned Wholesale Model .................................................................................... 69 

10.2 Privately Owned Managed-Services Model ............................................................... 69 

10.3 Hybrid Model (PublicςPrivate Partnership) ................................................................ 70 

11 Future Wireless Technology Innovations ............................................................................. 71 

11.1 Future 5G Technology Deployment ........................................................................... 71 

11.2 Integrating Wi-Fi and Cellular ..................................................................................... 72 

Appendix A: Summary of Potential Stakeholder Needs ............................................................... 74 

Appendix B: Financial Projections for Scenario 2, Phase A .......................................................... 75 

Appendix C: Financial Projections for Scenario 2, Phase B ........................................................... 76 

Appendix D: City Survey Results ................................................................................................... 77 

 

Figures 

Figure 1: Port Angeles, Washington ς BTOP-Funded Wireless Network Project ........................... 8 

Figure 2: Network Overview of Port Angeles Wireless Network Infrastructure .......................... 10 

Figure 3: Wireless Access Point Mounted on Street Light ............................................................ 11 

Figure 4: Wireless Access Point (Detail) ........................................................................................ 11 

Figure 5: Locations of Wireless Access Points in Port Angeles ..................................................... 12 



City of Palo Alto ς Wireless | DRAFT | August 2015 

 

v  

 

Figure 6: Backhaul for Wireless Access Points in Port Angeles .................................................... 13 

Figure 7: Functional Diagram of the VLAN Infrastructure ............................................................ 14 

Figure 8: Exterior-Mounted Customer Premises Equipment (CPE) Unit ...................................... 15 

Figure 9: Illustration of Public Safety Mobile Router Function .................................................... 17 

Figure 10: SVP MeterConnect Coverage Area .............................................................................. 20 

Figure 11: Sample Point-to-Point Link Analysis ............................................................................ 24 

Figure 12: Point-to-Multipoint Example ....................................................................................... 25 

Figure 13: Conceptual Approach to Providing Downtown Palo Alto Coverage ........................... 26 

Figure 14: Sample Directly Connected Wireless Network ............................................................ 34 

Figure 15: Sample Wireless Mesh Network .................................................................................. 35 

Figure 16: Typical Wireless Access Point Installation for Mesh System ....................................... 37 

Figure 17: OverAir Wi-Fi Hotspot .................................................................................................. 40 

Figure 18: Wi-Fi Access Unit in Palo Alto ...................................................................................... 41 

Figure 19: Private Point-to-Multipoint Wireless ........................................................................... 49 

Figure 20: Command Vehicle as Mobile Access Point .................................................................. 51 

Figure 21: Wi-Fi Access in City Buildings ς RF Radiation Map ...................................................... 52 

Figure 22: Illustration of Targeted Wi-Fi Deployment in Downtown Palo Alto ............................ 55 

Figure 23: Local Businesses Offering Wi-Fi ................................................................................... 56 

Figure 24: Comcast Wi-Fi Locations .............................................................................................. 56 

Figure 25: AT&T Wi-Fi Locations ................................................................................................... 57 

Figure 26: Illustration of Public Safety Mobile Network Deployment .......................................... 59 

Figure 27: Candidate Access Points for Public Safety Mobile Data Network ............................... 60 

Figure 28: Point-to-Point Links (Scenario 3) ................................................................................. 65 

Figure 29: Map of Locations for Scenario 4 Deployment ............................................................. 67 

 

Tables 

Table 1: 802.11 Version Summary ................................................................................................ 31 

Table 2: City Sites with Facility-Wide Wi-Fi .................................................................................. 42 

Table 3: First-Priority Community Services Sites .......................................................................... 43 

Table 4: Second-Priority Community Services Sites ..................................................................... 43 

Table 5: Third-Priority Community Services Sites ......................................................................... 44 

Table 6: Scenario 2-A Financial Summary (Capital Costs) ............................................................. 63 

Table 7: Scenario 2-B Financial Summary (Capital Costs) ............................................................. 64 

Table 8: Scenario 3 Financial Summary (Capital Costs) ................................................................ 66 

Table 9: Scenario 4 Financial Summary (Capital Costs) ................................................................ 68 

 



City of Palo Alto ς Wireless | DRAFT | August 2015 

 

1  

 

1 Summary of Recommendations  
Working in partnership with City of Palo Alto (City) staff, CTC Technology & Energy (CTC) 

conducted a comprehensive analysis of the long-term needs for municipal wireless services 

within Palo Alto. We examined a wide range of applications that could potentially be addressed 

through the implementation of one or more commercial wireless technologies.  

We also examined various deployment scenarios, such as blanket citywide coverage through 

Wi-Fi technology; expanded targeting of Wi-Fi access at and around City facilities; and 

dedicated projects focusing on providing priority, high-ǊŜƭƛŀōƛƭƛǘȅ ǎŜǊǾƛŎŜǎ ǘƻ ǘƘŜ /ƛǘȅΩǎ ŎǊƛǘƛŎŀƭ 

ƛƴŦǊŀǎǘǊǳŎǘǳǊŜ ƻǇŜǊŀǘŜŘ ōȅ ǘƘŜ /ƛǘȅΩǎ ǳǘƛƭƛǘƛŜǎ ό/t!¦ύ ŀƴŘ ǇǳōƭƛŎ ǎŀŦŜty agencies. 

We recommend that the City consider focusing on municipal wireless implementation scenarios 

that address specific communications needs: 

¶ Expand the deployment of Wi-Fi coverage to City facilities and adjoining public areas. 

¢ƘŜ /ƛǘȅΩǎ LƴŦƻǊƳŀǘƛon Technology Department successfully deployed Wi-Fi to 30 City 

facilities for public and internal City use; we recommend that the City continue to 

deploy Wi-Fi at other City facilities including those operated by the Community Services 

Department, smaller City buildings, and park and recreational areas. 

¶ Lƴǎǘŀƭƭ ŘŜŘƛŎŀǘŜŘ ǿƛǊŜƭŜǎǎ ŦŀŎƛƭƛǘƛŜǎ ǘƻ ŀŘŘǊŜǎǎ ǘƘŜ ƴŜŜŘǎ ƻŦ ǘƘŜ /ƛǘȅΩǎ ŦƛǊǎǘ ǊŜǎǇƻƴŘŜǊǎ 

and CPAU. ¢ƻ ŀŘŘǊŜǎǎ ǘƘŜ /ƛǘȅΩǎ ƘƛƎƘ-priority internal needs, we recommend that the 

City consider deploying wireless infrastructure to support enterprise applications. For 

CPAU, these would include real-time monitoring and control of facilities that are not 

part of the existing fiber-optic network (e.g., pump stations, end of line monitoring). For 

public safety agencies, the wireless infrastructure would support mobile and portable 

communications for command and patrol vehicles, as well as incident command 

networks in the areas where existing commercial wireless services are often saturated 

due to a high concentration of public users (e.g., during sporting events). 

¶ Consider a citywide broadband wireless network for use by the general public. A 

citywide public Wi-Fi deployment is technically feasible, but only in concert with the 

deployment of a citywide fiber-to-the-premises (FTTP) network. The existing fiber-optic 

infrastructure operated by CPAU has neither the capacity nor the coverage area to 

support a citywide wireless deployment without a major expansion.  

If, on the other hand, a citywide fiber-optic network were in place, it would provide a 

mechanism for backhauling traffic from the individual wireless access points with 

transmission speeds measured in gigabits. This type of system would have the capability 

and coverage area to provide service competitive with existing 4G and future 5G 

commercial wireless networks. 
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It is difficult to predict what technical standards will be employed by consumer devices for 

wireless communications in the future. The Institute of Electrical and Electronics Engineers 

(IEEE) Standards organizations continue to move forward on Wi-Fi platforms to support tablets 

and laptops. Commercial wireless smart devices will be adhering to other standards groups in 

the definition of the new 5G technology. And efforts are underway to merge, or at least bond, 

these two initiatives.  

What is clear is that whatever technologies are deployed for wireless access at the 

hardware/equipment level will have a relatively short life for each cycle of implementation 

(based on history, typically from five to seven years maximum). On the other hand, investment 

in core wireless infrastructureτwhich includes mounting locations (poles, towers), electric 

power, and high-capacity backhaul links for access devicesτwill provide a foundation for much 

greater longevity for supporting the continual migration of wireless technology standards for 

access devices. That is, access device level technology evolves so rapidly that the City can likely 

expect that whatever technologies it deploys will become obsolete within a few years; the long-

term investment is in core wireless infrastructure. 

Wireless technology is not a competitor to FTTP technology in a market such as Palo Alto; 

rather, they work together in partnership. Wireless provides a mobility component to the fiber-

optic backbone. Fiber-optic, in turn, provides the high-capacity backhaul extension needed to 

create a robust, high-capacity, low-latency wireless broadband network. 
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2 Executive Summary  
This report identifies near-term, low-risk opportunities for the City to implement wireless 

broadband infrastructure to provide enhanced broadband services to its citizens and to support 

ǘƘŜ /ƛǘȅΩǎ ƛƴǘŜǊƴŀƭ (enterprise) communications needs.  

Working closely with City staff, CTC Technology & Energy (CTC) examined existing municipal 

infrastructure and resources in detailτincluding fiber-optic backbone network connectivity, 

suitable mounting locations for wireless devices, and requisite powering. We also evaluated the 

/ƛǘȅΩǎ maintenance support processes and staffing. This report complements the άFiber-to-the-

Premises Master Planέ report prepared by CTC.  

Through our discussions with representatives of various City departments we produced a list of 

potential applications that might be addressed through wireless technology.  

Based on this assessment process, our experience in similar markets nationwide, and our 

knowledge of wireless broadband technologies, we prepared four viable scenarios for ǘƘŜ /ƛǘȅΩǎ 

consideration and potential implementation. These independent scenariosτwhich can be 

implemented singularly or in combinationτaddress a mix of public and internal City services 

(including municipal operations and public safety applications):  

Scenario 1: Deploy Public Wi-Fi and Secure City Enterprise Network Access at City 

Buildings  

In this scenario, the City would deploy Wi-Fi at all City buildings, and support free public 

access and secure enterprise network access for City employees. This option is basically an 

expansion of the Information Technology DŜǇŀǊǘƳŜƴǘΩǎ original deployment (30 City 

locations are currently being served) to include all City buildings, the airport, parks, and 

recreational areas. 

Scenario 2: Deploy Public Wi-Fi and Secure City Enterprise Network Access Citywide  

In this scenario, the City would deploy άōƭŀƴƪŜǘέ ǿƛǊŜƭŜǎǎ Ŏoverage for public and City users. 

We envision a two-phase deployment. 

Phase A: Provide public Wi-Fi to core City business and residential areas 

o 100 Mbps shared among all users  

o 400+ wireless access points 

o Light pole mounted 

o Leverage existing fiber  

o Wireless mesh technology 
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Phase B: Provide public Wi-Fi to core City business and residential areas  

o 1 Gbps shared among all users 

o 600+ wireless access points 

o Light pole mounted 

o Fiber connected to each wireless access point 

o Contingent on City upgrading fiber as part of a CPAU upgrade or FTTP 

deployment 

o Three to five years after Phase A completion  

Scenario 3: Deploy a Point-to-Multipoint Network for Secure City Enterprise Access 

In this scenario, the City would deploy a citywide high-reliability, dedicated, critical-

infrastructure broadband wireless network to support public safety, CPAU, Department of 

Public Works, and Traffic Engineering needs. As ƛƴ ǘƘŜ tƻƭƛŎŜ 5ŜǇŀǊǘƳŜƴǘΩǎ Mobile 

Emergency Operations Center (MEOC) incident deployment, City Hall would serve as the 

core site for a point-to-multipoint deployment. Public access would continue to be 

delivered by local businesses and incumbent service providers. 

Scenario 4: Deploy a Citywide Mobile Data Network for Public Safety Users 

In this scenario, the City would create hot spots for public safety mobile data network access 

to augment existing wireless operations at key facilities and routes (schools, stadiums, 

business areas). The hot spots would provide radial coverage to first responders and other 

authorized users. The City would equip its public safety vehicles with exterior mounted 

antennas and mobile routers capable of acting as access points. As an initial step, access 

Ǉƻƛƴǘǎ ŎƻǳƭŘ ōŜ ŘŜǇƭƻȅŜŘ ŀǘ /t!¦Ωǎ nine utilities facilities to provide coverage to a significant 

portion of the City. The City has more than 130 locations (including traffic signals) that are 

suitable access points, so this scenario has great potential for phased deployment. 

To create a framework for understanding the pros and cons of these four scenarios, we provide 

background on municipal wireless projects nationwide (Section 3), an overview of wireless 

network architectures (Section 4), and a discussion of Wi-Fi technology and network operations 

(Section 5). We then discuss the City resources available to support a wireless network 

deployment (Section 6) and present a summary of the high-level needs assessment we 

developed with City representatives (Section 7).  

Next, we describe the scenarios in detail (Section 8) and include cost estimates to construct and 

operate each (Section 9) using currently available equipment, based on preliminary system 

engineering. (Scenarios selected for implementation will require additional engineering studies 

and contractual documents in order to proceed to implementation.) In the final section of the 

report, we offer insight into future wireless innovations (Section 11). 
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3 A Review of the Municipal Wireless Landscape  
This section examines a representative sampling of wireless initiatives that have been 

undertaken by selected municipal governments over the past decade. In each of these case 

studies, the municipality has deployed wireless technology to address ǘƘŜ ǇǳōƭƛŎΩǎ broadband 

communications needs and to meet municipal telecommunications requirements. 

We selected these examples to illustrate a wide range of relevant implementation strategies 

and approaches to charting a citywide plan for deploying wireless services.1  

The following wireless deployments were examined: 

¶ Brookline, MA ς Citywide wireless network for public access and public safety 

¶ Lompoc, CA ς Subscriber-based municipal citywide Wi-Fi network 

¶ Port Angeles, WA ς Citywide wireless network for public access and public safety 

¶ Ripon, CA ς Citywide mobile public safety network 

¶ San José, CA ς Limited area deployment for public access with a separate traffic 

equipment control network  

¶ Santa Clara, CA ς Citywide wireless network for public access and city utility 

3.1 Town of Brookline, MA  

The Town of Brookline, Massachusetts has a population of approximately 57,700 in a land area 

of approximately 6.8 square miles. The Town is served by a commercial wireless provider, 

Galaxy Internet Systems. Under a public/private partnership agreement negotiated with Galaxy, 

the company built and operated a citywide wireless system to serve the dual function of 

providing paid Internet subscriber service as well as an independent network to support public 

safety.  

3.1.1 System Description  

The Brookline network, installed in 2007, consists of a total of 330 wireless access points and 

employs mesh connecting network technology. Subscriber access is provided on the 2.4 

Gigahertz (GHz) unlicensed wireless band. The backhaul2 mesh operates in the 5.8 GHz wireless 

band. The 4.9 GHz licensed Public Safety spectrum is used by both police and fire. The police 

have a total of 25 vehicles and the fire department has 12. Each public safety vehicle has mobile 

routing used to toggle between the 4.9 GHz network and the Verizon commercial wireless 

network. 

                                                      
1
 Note that CTC's analysis included a national review of municipal subscriber-financed citywide Wi-Fi coverage 

networks, and did not yield any examples of systems that were fully financed through subscriber revenues. 
2
 Backhaul is the connection between a network end point and a core site. 
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Wireless access equipment is manufactured by Strix Systems.3 The 330 network access units are 

mounted on utility poles and other similar Town-owned structures. The mounting leases are a 

ǇŀǊǘ ƻŦ ǘƘŜ ŎƻƳƳǳƴƛǘȅΩǎ ŎƻƴǘǊƛōǳǘƛƻƴ ǘƻ ǘƘŜ ǇŀǊǘƴŜǊǎƘƛǇ ǿƛǘƘ DŀƭŀȄȅΦ  

3.1.2 Lessons Learned  

Over the approximately five years that this project has been operational the ¢ƻǿƴΩǎ public 

safety team has been satisfied with the performance. For over a year the system has been 

operating without necessary maintenance support due to the fact that the system owner 

(Galaxy) is in the process of closing down its operations. All indications are that the system is 

working to the technical standards of performance that were anticipated as a part of the design 

and implementation.  

Unfortunately, limitations in network throughput performance based on the now obsolete IEEE 

802.11a/b technologies preclude subscriber support at a level currently desired by most of the 

subscriber base. This is an example of a scenario in which the technology functions to its design 

expectation, yet fails to address rapidly increasing customer expectations. Rather than invest in 

an upgrade of the technology, the system owner has chosen to abandon the operation and 

pursue other more lucrative opportunities.  

3.2 Lompoc, CA  

The City of Lompoc has a population of approximately 42,000 in a land area of approximately 

7.2 square miles. The city constructed its wireless system in 2006 at a capital cost of nearly $4 

million. The primary purpose for constructing the system was to provide fee-based Wi-Fi 

services to city residents. The system also supports public safety mobile data service and utility 

smart meter applications. 

3.2.1 System Description  

The Lompoc network (Lompocnet)4 consists of a total of 215 wireless access points and employs 

mesh technology. Subscriber access is provided on the 2.4 GHz unlicensed wireless band. The 

backhaul mesh operates in the 5 GHz wireless band. Within the mesh, an additional point-to-

point backhaul network provides dedicated links interconnecting core mesh access sites. Data 

speeds vary based on location in the network and signal strength; speeds are typically in the 

700 Kbps to 3 Mbps range. The subscriber base is approximately 1,500 users, with about 80 

percent paying $15 per month and the remainder paying an hourly access fee.5 

                                                      
3
 See press release at http://www.strixsystems.com/pr2006massachusetts.aspx  

4
 http://www.cityoflompoc.com/lompocnet/Information.htm 

5
 http://www.MuniWireless.com/2009/02/05/up-date-on-Lompoc Network/  

http://www.strixsystems.com/pr2006massachusetts.aspx
http://www.cityoflompoc.com/lompocnet/Information.htm
http://www.muniwireless.com/2009/02/05/up-date-on-Lompoc%20Network/
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3.2.2 Lessons Learned  

The City has moved many of its internal telecommunications services from commercial carriers 

to the wireless network, and uses the wireless network wherever possible. Also, new services 

such as video surveillance are being considered. In evaluating performance it was noted that 

within certain building structures the attenuation of signals from the Wi-Fi access units 

degraded signal performance, encouraging subscribers to install external receiving/repeater 

devices with the assistance of system staff. 

A subscriber-financed wireless network faces heavy competition from commercial cellular 

carriers and fixed fiber/wire/cable television providers. The commercial carriers deliver higher-

speed services over a much greater area. 

Finally, the rapid changes in technology dictate the need for a proactive program to update 

technology to address customer needs and expectations. Historically, municipal infrastructure 

projects have been associated with services such as water, power and gas utilities. 

Telecommunications is an entirely different ball game. 

3.3 Port Angeles, WA 

The City of Port Angeles is located approximately 100 miles northwest of Seattle. The City is a 

harbor border crossing with Canada on San Juan Straights, south of Victoria, BC. The population 

of the city is 20,100. The City of Port Angeles, like Palo Alto, operates its own electrical utility 

and has a backbone fiber-optic network.  

In May of 2013, Port Angeles completed a citywide broadband wireless network funded in part 

by a grant under the American Recovery and Reinvestment Act of 2009 (ARRA) Broadband 

Technology Opportunities Program (BTOP). The City received $2.6 million as a sub-grantee of 

the Northwest Open Access Network (NoaNet),6 which received a total grant of $54.4 million.7 

 

                                                      
6
 NoaNet is a statewide broadband fiber optic service provider that provide whole state-wide networking services. 

NoaNet is owned jointing by participation municipal utilities. 
7
 CTC assisted the city in developing the BTOP grant, prepared the system-level RFP to purchase the system, and 

provided technical oversight throughout the construction process. 
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Figure 1: Port Angeles, Washington ɀ BTOP-Funded Wireless Network Project  

 

 

The primary goal of the Port Angeles project was to provide high capacity, dedicated broadband 

ǿƛǊŜƭŜǎǎ ŎƻǾŜǊŀƎŜ ǘƻ ǘƘŜ /ƛǘȅΩǎ ǇǳōƭƛŎ ǎŀŦŜǘȅ ǎǘŀŦŦΦ ! ǎŜŎƻƴŘŀǊȅ ƻōƧŜŎǘƛǾŜ ǿŀǎ ǘƻ ǇǊƻǾƛŘŜ ƭƻǿŜǊ-

cost citywide Wi-Fi to the public, selected anchor facilities defined under the ARRA grant, and 

underserved Native American communities. In developing the business plan for the network, 

the city chose to make the Wi-Fi service available to the public on a subscription basis indirectly 

through the services of a third-party ISP for marketing, customer support, and Internet access. 

¢ƘŜ /ƛǘȅΩǎ ǿƛǊŜƭŜǎǎ ƴŜǘǿƻǊƪ was designed for the purpose of providing mobile coverage to 

public safety patrol vehicles over approximately 80 perceƴǘ ƻŦ ǘƘŜ /ƛǘȅΩǎ млΦт-square-mile land 

area.  

The network provides client (user) access through two independent wireless networks 

employing both the 4.9 GHz (licensed) and 2.4 GHz (unlicensed, public) wireless bands. The 4.9 

GHz spectrum has been reserved by the FCC for the exclusive use of the local public safety 

entities and other associated agencies with a public safety focus, such as utility infrastructure.  

In order to establish reliable network coverage to users throughout the City, the initial network 

deployment was comprised of 239 wireless access points installed at locations to maximize 

wireless coverage to targeted areas. Each of the access points is interconnected to the core 

ōŀŎƪōƻƴŜ ƴŜǘǿƻǊƪ ŜƛǘƘŜǊ ǘƘǊƻǳƎƘ ŘƛǊŜŎǘ ŎƻƴƴŜŎǘƛƻƴ ǘƻ ǘƘŜ /ƛǘȅΩǎ broadband fiber-optic network 

or through a wireless mesh link.  

3.3.1 System Description 

The following paragraphs describe the major components used in the CƛǘȅΩǎ ƴŜǘǿƻǊƪΦ 
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3.3.1.1 Wireless Access Points 

All users access the Port Angeles network through one of its 239 wireless access points. 

Wireless links in UHF8 and SHF9 spectrum are used to provide a digital communications path 

between the user (client) and the access point. This network supports fixed and mobile users.  

Dedicated radio frequency spectrum is provided in three separate bands:  

1. The 4.9 GHz public safety band supports communications between public safety vehicles 

(e.g., police cars, fire trucks) and fixed network locations.  

2. Access to the public network is in the unlicensed 2.4 GHz wireless band, which is used 

universally to support both business and home users through commonly available IEEE10 

802.11n equipment. Nearly all consumer laptop computers, tablet devices and smart 

phones contain internal hardware and system software to operate in this band.  

3. The wireless access points form a wireless mesh using the 5.8 GHz wires band, which 

ǎŜǊǾŜǎ ŀǎ ōŀŎƪƘŀǳƭ ōƻǘƘ ōŜǘǿŜŜƴ ŀŎŎŜǎǎ ǇƻƛƴǘǎΣ ŀƴŘ ŦǊƻƳ ǘƘŜ ŀŎŎŜǎǎ Ǉƻƛƴǘǎ ǘƻ ǘƘŜ /ƛǘȅΩǎ 

fiber-optic network. 

Figure 2 graphically illustrates the network operation and functionality. 

                                                      
8
 Ultra High Frequency (300 MHz ς 3GHz) 

9
 Super High Frequency (3 GHz ς 30 GHz) 

10
 Institute of Electronic and Electrical Engineers, Inc. is the international professional organization which has 

spearhead network standardization among manufacturers for more than four decades. 
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Figure 2: Network Overview of Port Angeles Wireless Network Infrastructure  

 

Low-power wireless equipment available for 4.9 GHz and 2.4 GHz for this type of network 

deployment exhibit limited range primarily due to radio signal absorption created by structures 

and foliage that attenuate the direct line-of-sight radiation between network components. In 

general, the range of most applications is limited to the direct optical line of sight of not more 

than 250 to 300 feet from the access point.  

In addition to the wireless links between the users and the access devices, there is an 

independent backhaul wireless link between the individual wireless access points and the fiber-

optic network.  

Figure 3 is a photograph of one of the Port Angeles wireless access points mounted on a 

streetlight. The majority of the access units are mounted on either streetlights or utility poles. 

The power to operate the unit is obtained either from the streetlight wiring or an added circuit 

on the utility pole. The devices are typically mounted at a nominal height of 20 feet above 

ground. Based on field testing, this mounting position appeared to provide the best 

compromise between distance coverage and providing sufficient signal in the immediate 

vicinity of the mounting structure. Placing access points at a higher elevation created additional 

interference at adjacent sites. 
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Figure 3: Wireless Access Point Mounted on Street Light  

 

Figure 4 below illustrates a typical Port Angeles wireless access point. The electronic 

component box, on the extreme right, houses the wireless radio transmission electronics for 

each of the wireless bands. The vertical elements above and below the housing are antennas 

used to communicate with public safety vehicles and fixed commercial users. The units employ 

802.11n multiple access antennasτreferred to in the industry as multiple input, multiple 

output (MIMO) technology that continuously selects the best transmission path between the 

user and the access unit. The panel antennas located between the access unit and the pole are 

directional antennas used to communicate with adjacent access points through the 5.8 GHz 

wireless mesh. 

Figure 4: Wireless Access Point (Detail)  

 



City of Palo Alto ς Wireless | DRAFT | August 2015 

 

12  

 

5ŜǇŜƴŘƛƴƎ ƻƴ ǘƘŜ ŀŎŎŜǎǎ ǇƻƛƴǘΩǎ ǇƘȅǎƛŎŀƭ ƭƻŎŀǘƛƻƴ ǿƛǘƘƛƴ ǘƘŜ ƳŜǎƘ ƴŜǘǿƻǊƪΣ ǘƘŜ ŀŎŎŜǎǎ unit may 

be connected directly to the backbone fiber-optic network. For mesh-only connected units, the 

physical length between hops and the number of hops varies throughout the system based on 

the placement of the access point and the location of existing fiber-optic interconnection 

points.  

The /ƛǘȅΩǎ ƭƻƴƎ-term strategy to enhance network performance includes adding access points to 

expand the coverage area and adding fiber access points to decrease the number of hops 

within the network to the nearest fiber access point. The current implementation was 

developed as a balance to minimize construction costs and maximize service area within a 

constrained capital budget.  

Figure 5 below is a City map illustrating the location of the wireless access points. The blue 

circles indicate the location of the wireless access points; the sites with the outer red circles are 

fiber network interconnection points.  

Figure 5: Locations of Wireless Access Points in Port Angeles  

 

The map in Figure 6 illustrates the backhaul connecting the wireless access points. It should be 

noted that wireless backhaul mesh is a dynamic, computer-managed infrastructure. Path 
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routing changes in real time to maximize throughput, so Figure 6 illustrates the backhaul 

routing taken at a particular moment in time.  

Figure 6: Backhaul for Wireless Access Points  in Port Angeles  
 

 

3.3.1.2 Virtual LANs and Interconnection 

The individual Port Angeles wireless access points are connected to the network control center 

through a fiber-optic network owned and operated by the local system integrator, Capacity 

Provisioning Inc. (CPI). Traffic from each of the devices travels back to the facility through 

virtual local area network pathways, called VLANs or virtual LANs. These individual segments 

separate traffic between the various applications, such as public safety, public subscriber 

service, and network monitoring and control. This permits both the segmentation and 

separation of services and at the same time provides the necessary security between the 

ƛƴŘƛǾƛŘǳŀƭ ƴŜǘǿƻǊƪǎΦ ¢ƘŜ ±[!b ŎŀǇŀōƛƭƛǘȅ ǿƛƭƭ ǇŜǊƳƛǘ ǘƘŜ ǇǳōƭƛŎ ŀŎŎŜǎǎ ƴŜǘǿƻǊƪ ǘƻ ǇǊƻǾƛŘŜ άƻǇŜƴ 

access" to multiple Internet service providers (ISPs)τa requirement of the BTOP funding.  

Figure 7 illustrates the VLAN concept and how it is used in the Port Angeles network. As can be 

seen in the figure, the green lines represent the transmission of public safety data, the red line 
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indicates the commercial network, the yellow line identifies network management, and the 

blue line shows dedicated City services within the existing CPI fiber-optic network. The virtual 

LAN concept provides a mechanism for clearly separating individual services while multiplexing 

or combining on a common transmission line.  

Figure 7: Functional Diagram of the VLAN Infrastructure  

 

The CPI monitor software oversight of the instantaneous performance of any wireless system 

varies due to changes in path loss, traffic loading within any particular segment, and 

interference from other RF-emitting devices.  

A real-time ǇŜǊŦƻǊƳŀƴŎŜ ǘƻƻƭ ŎǊŜŀǘŜŘ ōȅ ǘƘŜ /ƛǘȅΩǎ ŎƻƴǘǊŀŎǘƻǊ ǇǊƻǾƛŘŜǎ ŀ ǾŀƭǳŀōƭŜ ƻǾŜǊǎƛƎƘǘ 

mechanism for weeding out specific network problems associated with one or more of the 

access points; it provides network managers with the tools to tune and align components to 

maximize network performance. It also provides network planners with quantitative 

measurement for determining which locations need to be addressed with direct fiber access 

points as the network expands. 

3.3.2 Network Operations  

The public safety network is managed jointly by the City and its vendor, CPI. The public 2.4 GHz 

network is operated as a commercial venture with network support from CPI. The network as 

designed and built has the capability to support additional ISPs. 
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3.3.2.1 Public Access Network Specifics 

The Port Angeles public network is designed to provide efficient low-cost services to the 

general public and commercial users. It is intended primarily as a service for home and small 

business applications, and is targeted toward the general public on the move.  

At the time the network project was completed, only one Internet service provider, OlyPen, had 

entered into an agreement with the City to provide public Internet access over the network. 

OlyPen is an established local ISP that has provided other forms of Internet access on the 

Olympic Peninsula since 1996.  

hƭȅtŜƴΩǎ aŜǘǊƻ-bŜǘ aƻōƛƭŜ {ŜǊǾƛŎŜ ǳǎŜǎ ǘƘŜ ƴŜǘǿƻǊƪΩǎ ноф ǿƛǊŜƭŜǎǎ ŀŎŎŜǎǎ ǇƻƛƴǘǎΤ ƛǘ ƛǎ ŀ ²ƛ-Fi 

service over most of the City that is similar to the wireless hotspots available to the public in 

many airports, coffee shops, restaurants, and hotels.  

hƭȅtŜƴΩǎ aŜǘǊƻ-Net Fixed-Point Internet service is similar to cable, DSL, and other forms of 

fixed broadband Internet services, in that a device commonly referred to as customer premises 

equipment (CPE)τin this case, an externally mounted wireless transceiverτis installed by the 

company at the customer's residence or business. (See Figure 8.) There is no need for a cable 

TV connection or telephone line to obtain a service. 

Figure 8: Exterior -Mounted Customer Premises Equipment (CPE) Unit  

 

3.3.2.2 Public Safety Network Specifics  

The public safety network is focused on providing high-speed, low-cost network services to 

vehicles. While the wireless network provides services throughout most of the pertinent areas 

in Port Angeles, the high priority and on-demand service requirements of the public safety 

community require additional facilities to augment the wireless service.  
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LƴǎǘŀƭƭŜŘ ƛƴ ŜŀŎƘ ƻŦ ǘƘŜ /ƛǘȅΩǎ ǇǳōƭƛŎ ǎŀŦŜǘȅ ǾŜƘƛŎƭŜǎ ƛǎ ŀ ƳƻōƛƭŜ ǊƻǳǘƛƴƎ ŘŜǾƛŎŜ ǘƘŀǘ Ŏƻƴǘƛƴǳƻǳǎƭȅ 

examines signal quality from both the CityΩs wireless network and the available commercial 

wireless services. The router dynamically provides the most cost-effective and reliable service 

by switching between the City network and the pay-as-you-go commercial network as 

needed.11 (See Figure 9.) 

The mobile router is an important component in the network because public safety vehicles are 

regularly operated outside of the City of Port Angeles. Public safety service obligations to the 

public do not stop at the City lineτand, in fact, many of the staff are constantly traversing City 

boundaries.  

Further, there are also areas within the City where wireless coverage is not always reliable. The 

long-term goal for the project is to isolate and reduce the dead spot areas, through 

repositioning the access points or adding access points as funding permits.  

Commercial 4G services are available to all public safety vehicles, patrol vehicles have a very 

high probability of accessing either or both the commercial services and the City wireless 

network. Ongoing work is focused on refining and expanding this network to improve coverage 

ƛƴ ŎǊƛǘƛŎŀƭ ŀǊŜŀǎΣ ǿƘƛƭŜ ǘƘŜ ƴŜǘǿƻǊƪ ƳŀƴŀƎŜƳŜƴǘ ǘŜŀƳΩǎ ƻƴƎƻƛƴƎ ŀŘƧǳǎǘƳŜƴǘ ŀƴŘ ǘǿŜŀƪƛƴƎ ƻŦ 

the internal vehicular routers aims to provide more or less continuous wireless coverage with 

the 4.9 GHz service to minimize access to pay-as-you-go services within the City limits. 

Public safety vehicles are also equipped with a mobile router device that provides connectivity 

back into the Port Angeles network. The router ensures that all data between the public safety 

vehicle and the Port Angeles network is transmitted securely via built-in VPN.  

 

                                                      
11

 Typically wireless users on commercial networks pay a fixed fee for a defined amount of data service. Beyond 
that point services are paid for on a metered basis. 
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Figure 9: Illustration of Public Safety Mobile Router Function  

 

Within the public safety vehicle and 100 to 200 feet from the vehicle, a secure 2.4 GHz hotspot 

provides connectivity to other Wi-Fi enabled devices. This hotspot can provide connectivity for 

mobile data terminals, laptops, in-vehicle cameras, and other network-connectable devices.  

3.3.3 Lessons Learned 

The Port Angeles network performance has clearly addressed the public safety usersΩ 

requirements. Patrol officers routinely use the in-vehicle real-time video surveillance capability 

to assist officers on patrol. 

The CƛǘȅΩǎ LƴŦƻǊƳŀǘƛƻƴ ¢ŜŎƘƴƻƭƻƎȅ ŘŜǇŀǊǘƳŜƴǘ was not an active participant in the wireless 

project. Staff concluded that because of the manner in which the system was configured to 

support the public Wi-Fi implementation, the network did not provide adequate security to 

support critical City applications. This precludes the use of the network to support any City 

enterprise network and Utility SCADA requirements.  

Finally, the revenues received from retail Wi-Fi users have fallen short of expectations.12 There 

is a Řŀƛƭȅ άŦǊŜŜέ ƻŦŦŜǊƛƴƎ ǘƘŀǘ ƛǎ ǇƻǇǳƭŀǊ ŀƴŘ ŘǊŀǿǎ ǳǎers. Experience to date is that the third-

party commercial ISP did not aggressively pursue the retail market for consumer services. This 

Wi-Fi service directly competes with DSL services provided by the ISP. 

                                                      
12

 A specific dollar amount is not publicly available.  
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3.4 Ripon, California  

The City of Ripon, California has a population of approximately 14,200 over a land area of 

approximately 5.5 square miles. 

3.4.1 System Description  

This Ripon system was installed to support public safety applications within the city. It was 

constructed in 2005 and operates in the 2.4 GHz unlicensed band. It employs proprietary 

Motorola Mesh electronics (a product that has been discontinued). There are a total of 52 

wireless access points providing coverage over most of the city. There are a total of 81 client 

devices comprising a mix of mobile vehicles, video cameras, and SCADA devices. The system has 

been in operation for approximately 10 years.13 

The Ripon tƻƭƛŎŜ 5ŜǇŀǊǘƳŜƴǘΩǎ L¢ ŘŜǇŀǊǘƳŜƴǘ ƻǇŜǊŀǘŜǎ ǘƘŜ ǎȅǎǘŜƳ and can support the limited 

maintenance that it requires. It has proved to be a valuable tool to support day-to-day public 

safety applications. The system relies totally on the mesh infrastructure to interconnect all the 

wireless access points.  

3.4.2 Lessons Learned  

This Ripon system was designed to serve a specific application and is maintained and operated 

by the user group. Public safety staff seems to be very satisfied with the overall operation. They 

are proposing to upgrade the system to new technology since the original system hardware 

vendor Motorola no longer supports this product. The 10-year lifespan goes well beyond 

expectations in wireless technology. This particular product represented a good mix for a 

relatively small community focusing on specific requirements and goals.  

This an example of a successful, standalone wireless project targeted to a single user group 

(public safety) that is managed and operated by the user group. The equipment selected 

appears to have met all the design performance requirements of the users. As in many 

technology-based projects, simple is good. 

3.5 San José, CA 

The City of San José has two interesting, ongoing wireless initiatives. Recent deployment of 

ǇǳōƭƛŎ ǿƛǊŜƭŜǎǎ Ƙŀǎ ōŜŜƴ ƛƴǎǘŀƭƭŜŘ ƛƴ ƭƛƳƛǘŜŘ ŀǊŜŀǎ ƻŦ ǘƘŜ ŎƛǘȅΩǎ Řƻǿƴǘƻǿƴ ōǳǎƛƴŜǎǎ ŎŜƴǘŜǊ ŦƻǊ 

both public access and enhancements to parking.14 Public access is also available at the 

convention center and the airport. This installation uses high-performance 802.11n technology 

                                                      
13

 Information provided by Ripon PD IT department staff 
14

 Joint press release City of San José, Lenka Wright & Mark Riscaro Ruckus Wireless June 4, 2014 City expands 
service to SJC Airport and convention center. 
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A separate system is being installed for communications and control purposes with the city 

traffic signals.15 This is a standalone telemetry system independent of the public access 

network. 

3.5.1 System Description  

The San Jose Wi-Fi system provides free Wi-Fi public services in limited multi-block areas in the 

downtown core business areas. The vendor has installed and maintains equipment serving the 

targeted outdoor areas, the city convention center, and the airport. The equipment used for 

traffic signal control is independent of the wireless network and is operated and maintained by 

the CƛǘȅΩǎ ǘǊŀŦŦƛŎ ŜƴƎƛƴŜŜǊƛƴƎ ƻǊƎŀƴƛȊŀǘƛƻƴΦ 

3.5.2 Lessons Learned  

As a part of this recent downtown San Jose wireless network deployment, high-capacity IEEE 

802.11n technology was installed to increase throughput performance up to 200 Mbps and 

expanded coverage. Wireless is a rapidly developing technology; typically new generations of 

equipment have a practical maximum useful life of five to seven years. This is particularly true 

for the access point hardware which is installed in the field. Other elements of the system such 

as broadband backhaul to interconnect to control centers and the physical mounting structures 

used for the access points have practical lives of 20 to 30 years. As has been demonstrated by 

the cellular industry, there is a constant need to redeploy new in-field electronic equipment to 

capitalize on ever-expanding throughput capacity requirements for users and address changes 

in communications technologies (e.g., enhanced signaling and encoding) and expanded 

spectrum resources resulting from FCC efforts to reclaim SHF spectrum.  

Deploying separate wireless networks for public wireless access and for the traffic signal 

application has merit. The design for each network can be tailored to meet the specific 

operating requirements and performance specifications for each of these services. A single 

universal wireless network generally may not cost-effectively address all of the specific 

requirements of various user groups within the municipality. A generic area-wide backbone 

wireless network may have merit for certain deployments. In many cases, it unfortunately may 

not address all users adequately.  

3.6 Santa Clara, CA 

3.6.1 System Description  

The Santa Clara system is a general-purpose citywide system that provides free Wi-Fi coverage 

to citizens ŀƴŘ ǎǳǇǇƻǊǘǎ ŎƻƴǘǊƻƭ ƳƻƴƛǘƻǊƛƴƎ ŦǳƴŎǘƛƻƴǎ ŦƻǊ ǘƘŜ ŎƛǘȅΩǎ ǳǘƛƭƛǘȅΦ The system operated 

by Silicon Valley Power (SVP MeterConnect) provides coverage within the city limits over 

approximately 19 square miles. There are a total of 600 access points in a mesh network to 

                                                      
15

 Public release, Proxim wireless, Reducing congestion on the streets of San José with Wireless Traffic Control 
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extend the coverage of existing fiber-optic deployment. Figure 10 is a map posted on the City 

website showing the areas of coverage.16 Portions of the infrastructure of the system were 

purchased through a distressed sale of installed assets by the city utility from a defunct 

commercial provider for approximately $200,000. It was upgraded and expanded in 2013 at a 

cost of approximately $2 million. Separate SSID accesses are available to the public, 

government, and public institutions. The City estimates there are approximately 5,000 unique 

public users. Public access is provided up to 3 Mbps.  

Figure 10: SVP MeterConnect Coverage Area 

 

3.6.2 Lessons Learned  

 As noted in so many systems, the public will use free Wi-Fi service on a regular basis. Santa 

Clara does not have a fee-based service; all public access is free. Traffic depends on a variety of 

factors which include speed, reliability, and other available services. The network is operated by 

the City municipal utility. Estimated annual operating costs, in addition to the capital cost, are 

approximately $200,000 per year. A substantial portion of this is mesh radio software licenses 

and maintenance. 

For the longer term, future upgrading of the system to support newer, higher-capacity services 

will require a substantial investment in fiber-optic transmission plant. 

                                                      
16

 Santaclarafreewifi.com 
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3.7 Implications to Consider for Palo Alto Wireless Deployment  

Our review of the selected municipal wireless projects provides some insight on deployment 

issues that might be addressed in formulating a Palo Alto wireless plan. In this review of 

municipal projects we focused on projects targeted to support public safety, cities with an 

existing fiber-optic infrastructure, and in some cases cities that operate their own electrical 

utility. 

We note that, in the projects described above, there are several recurring findingsτspecifically 

a set of common findings within the municipal wireless community. Our industry review, while 

clearly limited in scope, reveals that there is a core thread that supports some rather practical, 

common-sense guidelines for wireless deployment: 

¶ None of the municipal or commercial projects that we examined were able to develop a 

sufficient revenue stream to make the undertaking a viable business proposition. The 

public appears to appreciate the availability of free high-speed Wi-Fi; if you build it and 

give it visibility, the public will use it. For example, logins in Port Angeles increase 

substantially during periodic free periods. On the other hand, when the public is asked 

to pay for service on an ongoing or subscription basis, there appears to be a very small 

customer base.  

Should the City elect to move forward on deploying a subscriber-financed citywide Wi-Fi 

coverage model, we strongly recommend that the City first undertake a systematic 

consumer demand study to determine the interest in a Wi-Fi product, the performance 

parameters anticipated by users, and the subscription rates that users are willing to pay 

for the service. (We note that the City invited residents to participate in an online survey 

ŀōƻǳǘ ǿƛǊŜƭŜǎǎ ǎŜǊǾƛŎŜ ƻǇǘƛƻƴǎ ƛƴ Wǳƭȅ нлмрΤ ŀǘ ǘƘŜ /ƛǘȅΩǎ ǊŜǉǳŜǎǘΣ ǘƘŜ results of this self-

selected survey are included as Appendix D.) In our nationwide review of municipal 

subscriber-financed citywide Wi-Fi coverage networks, we did not find any systems that 

were fully financed through subscriber revenues.  

¶ The practical deployment of Wi-Fi services requires a high-capacity connection between 

the access points through an expansive, dedicated high-capacity broadband backhaul 

network.17 This backhaul network can use either wireless or fiber-optic technologies 

(and in many cases, a mix of both technologies). In Palo Alto, the existing CPAU fiber-

optic infrastructure does not have sufficient citywide points of presence or the requisite 

capacity to support citywide implementation of a public Wi-Fi network. 

                                                      
17

 Backhaul networks connect wireless access points to the core network management system. 



City of Palo Alto ς Wireless | DRAFT | August 2015 

 

22  

 

¶ Should the City choose to move forward on implementing citywide Wi-Fi coverage, the 

most cost-effective and efficient manner for deployment would be to do so in concert 

with an aggressive citywide fiber-optic expansion project, ŀǎ ǎŜǘ ƻǳǘ ƛƴ ǘƘŜ ŎƛǘȅΩǎ C¢¢t 

deployment study.18 

¶ Finally, a word of caution: Consumer-targeted wireless technology continues to evolve 

rapidly; wireless electronic equipment generally incorporates significant performance 

upgrades in three to five year intervals. It is difficult to predict what technical standards 

will be employed by consumer devices for wireless communications in the future. Any 

practical deployment for wireless technologies associated with consumer devices needs 

to take this into account. That said, investment in core wireless infrastructureτwhich 

includes mounting locations (poles, towers), electric power, and high-capacity backhaul 

links for access devicesτwill provide a foundation for much greater longevity for 

supporting the continual migration of wireless technology standards for consumer 

access devices.  

For each wireless deployment scenario, a comprehensive business plan needs to be 

developed for upgrading access equipment at regular intervals. In contrast, much of the 

core infrastructure such as the mounting structures (e.g., utility poles and streetlight 

poles) for the access devices, power equipment, and backhaul networks, typically will be 

operational for 20 to 30 years. 

                                                      
18

 This would entail with an estimated capital investment of approximately $77.6 million. 
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4 Wireless Network Architecture  
Three general types of wireless topology are commonly employed in the system-level 

architecture of network design: (1) point-to-point communications, (2) point-to-multipoint 

communications, and (3) blanket (area-wide) coverage. Generally each of these technologies is 

used to construct wide-area municipal networks. This section examines the fundamentals of 

each topology and how they are implemented in practical networks. 

4.1 Point -to-Point  Communications Links  

The point-to-point topology supports a communication link between two points. Typically this is 

bidirectional and is configured to support data rates, availability, and security levels required 

for the specific application. For wireless communications, equipment is mounted at an 

elevation such that there is a line-of-sight path between the two points in the network. The 

height of the emitting and receiving antennas needs to be at a level above ground and generally 

clear of trees, buildings, and other objects that might absorb or reflect radio signals along the 

path. Lower frequency systems operating in the 700 Megahertz (MHz) UHF range not only 

provide a direct signal but also can support reliable extended coverage beyond clear line of 

sight. New technologies such as MIMO supporting multiple antennas permit extended range 

through the use of multiple input and output antennas. 

A wide variety of point-to-point products available from various manufacturers operate in both 

licensed and unlicensed spectrum in the 2.4 GHz to 5 GHz range; these products can support 

bidirectional point-to-point IP-based links and data rates in excess of 100 Mbps. These devices 

support full error detection and data encryption algorithms. Typically the devices include an 

integrated radio and antenna as a single package for mounting on buildings and towers. Many 

are small and can be comfortably mounted on existing urban hardware such as traffic signals, 

utility poles, and streetlights.  

In order to support a reliable, point-to-point wireless link it is common to mount devices at 

elevations of 20 to 75 feet19 above ground, positioned to avoid nearby obstructions. Depending 

on terrain, foliage, and other obstructions, point-to-point infrastructure will provide reliable 

communications links at distances up to 2.5 miles operating in spectrum from 2.4 GHz to 5 GHz. 

Figure 1 illustrates a simple point-to-point link connecting one fixed antenna located 70 feet 

above ground to a second site 20 feet above ground. This terrain profile analysis does not 

include amounts for clearance of buildings and vegetation; rather, it represents a starting point 

for an infield walkout evaluation to determine the existence of site-specific path coverage 

issues. 

                                                      
19

 Subject to local zoning ordinances containing restrictions and requirements on heights and mounting structures. 
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Figure 11: Sample Point-to-Point Link Analysis  

 

4.2 Point -to-Multipoint  Communications Links  

Point-to-multipoint deployments build on the point-to-point topology by adding additional sites 

to the network. One or more sites serve as the core site. The core or hub site is located in a 

position where it is able to communicate with all of the sites within the point-to-point network. 

All of the individual service points must be able to support a reliable point-to-point link 

between the hub site and the service point. This generally requires a detailed investigation to 

determine the most suitable location for the core hub site. Generally this is located in an 

elevated area, typically an existing tower, building, or other such structure that provides for the 

highest suitable height above the average terrain of the area encompassing all of the individual 

service points.  

Since the hub site represents a single point of failure for the entire network, it generally 

includes hot standby backup core communications equipment that automatically switches an 

operation in the event of failure of the primary equipment. Individual site equipment 

installations may or may not be backed up based on network priorities. Figure 12 illustrates a 

typical point-to-multipoint network. Here, practical applications include communications to a 

parked public safety command van, links for temporary work sites or offices, and Utility SCADA 

sites. 

The point-to-multipoint network is generally the basis for wide-area deployment. For example, 

if the point-to-point range between any two devices is two miles or less, the area served by a 

hub site would be limited to a radius of two miles from the hub site. In order to expand 

coverage, in areas where there exists a robust fiber-optic network infrastructure, wireless hub 

sites are interconnected by fiber. In Palo Alto given the existing fiber-optic infrastructure, direct 

fiber-optic interconnection would be the preferred option.  
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In situations where fiber-optic interconnection is not available the options include extended 

point-to-point wireless links utilizing narrow beam antennas at higher elevations or so-called 

mesh technologies that repeat and forward data traffic between hub sites. 

Figure 12: Point -to-Multipoint Example  

 

4.3 Blanket Coverage 

Blanket coverage addresses the requirement to provide a minimum level of interference-free 

wireless service throughout a defined coverage area. This coverage is typical of the type of 

service being provided by commercial wireless carriers such as Verizon, AT&T, Sprint, and T-

Mobile. The service providers place base station facilities that communicate directly with user 

devices (often handheld or mobile devices, in locations that vary with the time of day).  

In order to provide this coverage, the commercial carriers have invested large sums of money in 

acquiring spectrum resources from the FCC, building towers, and developing an extensive 

backhaul system to integrate each of the transmission tower facilities into an area-wide 

network. Generally the towers are shared by the various commercial cellular providers and 

distributed antenna system (DAS) operators, and are often leased from companies that focus 

on tower facilities as revenue-producing investments. 

There are alternatives to the traditional commercial wireless carriers for providing localized 

blanket wireless coverage. Blanket coverage networks can be installed in targeted areas and 

provide services within the specified areas that can rival traditional carrier 4G services in both 

cost and performance. This type of implementation would no doubt focus on short-range high-

capacity wireless access devices located within the target service area. Most consumer devices 
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such as tablets, smartphones, and PCs include Wi-Fi capability. Newer devices support both 2.4 

GHz and 5 GHz technologies. They support data transmission rates in excess of 50 Mbps. The 

range of modern Wi-Fi wireless access points is typically 200 to 300 feet.  

Figure 13 illustrates a conceptual approach to providing coverage within a defined area of Palo 

AltoΩǎ central business district. As can be seen in the figure, access devices located at 

intersections might be mounted either on traffic signals or on utility or light poles in the area.20 

Each access point serves a limited area and provides sufficient signal intensity to communicate 

with low-power mobile devices such as tablets and smartphones. Different colors for the 

coverage areas for each of the access points indicate differing channels for communication to 

minimize interference between adjacent sites and to enhance the overall capacity of the 

system.  

In this illustration, the wireless access point provides point to multipoint infrastructure to 

communicate with the subscriber unit. Backhaul of information from the wireless access point 

would be provided via individual point-to-point fiber-optic links to a core management center. 

To minimize fiber deployment, optical multiplexing technologies21 might be employed to permit 

the integration of the backhaul link onto individual shared fiber lines with each site utilizing 

differing optical wavelength. 

Figure 13: Conceptual Approach to Providing Downtown Palo Alto Coverage  

 

                                                      
20

 It should be noted that while on the surface it might be a simple matter to add equipment to the traffic signal 
infrastructure, there are numerous, unique challenges associated with each potential access site. Planning will 
need to be coordinated with traffic engineers and in some cases specific locations may prove to be unusable. 
21

 For this type of application, optical splitters are used to separate individual optical channels much like the travel 
lanes on a highway. By employing optical multiplexing the same fiber can carry the backhaul of a dozen or more 
sites. 








































































































