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1 Summary of Recommendations

Working in partnership with City of Palo Al{€ity) staff, CTC Technology & Energy (CTC)
conducted a comprehensive analysis of the lagn needs for municipal wireless services
within Palo Alto. We examined a wide range of applications that could potentially be addressed
through the implementation of one or more commercial wireless technologies.

We also examined various deployment scenargagh as blanket citywide coverage through

Wi-Fi technology expanded targeting of Wi access at and around City facilitiesd

dedicated projects focusing on providing priority, gl t A 6 Af A& &ASNIBAOSa
AYTFNI a0NHzOG dzNB 2 LISNIF GSR o6& (tKa§endies. @ Qa dziAf AGA

We recommend that the City consider focusing on municipal wireless implementation scenarios
that address specific communications needs:

1 Expand the deployment of Wki coverage to City facilities and adjoining public areas.
¢ KS / A& omTedhnblbgy Bapartinént successfully deployedFiMo 30 City
facilities for public and internal City use; we recommend that the City continue to
deploy WiFi at other City facilities including those operated by the Community Services
Department, smalle€ity buildings, and park and recreational areas.

T Lyaidltf RSRAOIGSR @gANBfSaa FLOAtAGASA G2
and CPAU¢ 2 | RRNBK & a -prisri§/ inferhal de€da, wi rec@rikmend that the
City consider deploying wirelegsfrastructure to support enterprise applications. For
CPAU, these would include reahe monitoring and control of facilities that are not
part of the existing fibeoptic network (e.g., pump stations, end of line monitoring). For
public safety agencieghe wireless infrastructure would support mobile and portable
communications for command and patrol vehicles, as well as incident command
networks in the areas where existing commercial wireless services are often saturated
due to a high concentration gdublic users (e.g., during sporting events).

1 Consider a citywide broadband wireless network for use by the general pubAc.
citywide public WAFi deployment is technadly feasible, butonly in concert with the
deployment of a citywide fibeto-the-premises (FTTP) network. The existing fibptic
infrastructure operated by CPAU has neither the capacity nor the coverage area to
support a citywide wireless deployment without a major expansion.

If, on the other hand, a citywide fib@ptic network were inplace, it would provide a
mechanism for backhauling traffic from the individual wireless access points with
transmission speeds measured in gigabits. This type of system would have the capability
and coverage area to provide service competitive with existdG and future 5G
commercial wireless networks.
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It is difficult to predict what technical standards will be employed by consumer devices for
wireless communications in the future. Theestitute of Electrical and Electronics Engineers
(IEEEStandards orgnizations continue to move forward on Wi platforms to support tablets

and laptops. Commercial wireless smart devices will be adhering to other standards groups in
the definition of the new 5G technology. And efforts are underway to mesgat least lond,

these two initiatives.

What is clear is that whatever technologies are deployed for wireless access at the
hardware/equipment level will have a relatively short life for each cycle of implementation
(based on history, typically from five to seven gg@aximumn). On the other hand, investment

in core wireless infrastructurewhich includes mounting locations (poles, towers), electric
power, and higkcapacity backhaul links for access devicesll provide a foundation for much
greater longevity for suppting the continual migration of wireless technology standards for
access device3hat is, access device level technology evolves so rapidly that the City can likely
expect that whatevetechnologiest deploys will become obsolete within a few years; theg

term investment is in core wireless infrastructure.

Wireless technology is not a competitor #I'TPtechnology in a market such as Palo Alto;
rather, they work together in partnership. Wireless provides a mobility component to the fiber
optic backboe. Fiberoptic, in turn, provides the highapacity backhaul extension needed to
create a robust, higltapacity, lowatency wireless broadband network.
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2 [Executive Summary

This report identifies nearterm, lowrisk opportunities forthe City to implement weless
broadband infrastructure to provide enhanced broadband services to its citizens and to support
0KS / A G gedi@rprisejcdnSmdichtibns needs.

Working closely withdty staff, CTC Technology & Energy (C@x@minal existingmunicipal
infrastructure andresourcesin detailt including fiber-optic backbone networkconnectivity
suitablemounting locations for wireless devicemd requisite poweringWe also evaluated the
/ A Gn@ifté@nance supporprocesses and staffinghis report complementthe ¢Fiberto-the-
Premises Master Plai report prepared by CTC.

Throughour discussions withepresentatives ofrariousGty departmentswe produceda list of
potential applications that might be addressed through wireless technology.

Based on this assement processpur experience in similar marketsationwide, and our
knowledge of wireless broadband technologieg prepared four viablecenarios foll KS / A G & Q&
considerationand potential implementation. Thee independent scenarios which can be
implemented singularly or in combinatianaddressa mix of public and internal Cigservice
(includingmunicipal operations and public safety applicatipns

Scenariol: Deploy Public WHi and Secure City Enterprise Network Access at City

Buildings

In this sceario, the City would deploy \ARi at all City buildingsand support free public
access and secure enterprise network access for City employees. This option is bamsically a
expansion of the Information TechnologyDS LJ- NJi Yofigihal Qlaployment 30 City
locations are currently being servetb include all City buildingshe airport, parks, and
recreational areas

Scenaria2: DeployPublic WiFi and Secure City Enterprise Network Acc€aywide
In this scenario, the City would deplayd f | y { S (i éverage tdfpiibficiadd Cidy users.
We envision a twegphase deployment.

PhaseA: Providepublic WiFi to core Citpusinessand lesidential areas
0 100 Mbpsshared among all users

400+wirelessaccessoints

Light pole mounted

Leverage existing fiber

Wirelessmesh technology

o O O O
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PhaseB: Providepublic WiFi to core Citypusinessand residential areas
0 1 Gbpsshared among all users
600+wireless acess points
Light pole mounted
Fiber connected to eachirelessaccesgoint
Contingent orGty upgradindfiber as art of aCPAU upgrade or FTTP
deployment
o Three to five years after PhasecAmpletion

o O O O

Scenaria3: Deploya Point-to-Multipoint Network for Secure City Enterprise Access

In this scenario, the City would deplay citywide highreliability, dedicated critical-
infrastructure broadband wireless network to support public saf@PAUDepartment of

Public Works and Traffic Engineeringneeds. As Ay G KS t 2f A OMobil& S LI NI
Emergency Operations Center (MEOC) incident deploynt@ity Hall would serve asdh

core site for a pointo-multipoint deployment. Public access would continue to be

delivered by local businesses and incumbent service providers

Scenariod: Deploya Citywide Mobile Data Network for Public Safetysers

In this scenario, the City wouldeate hot spots for public safety mobile data network access

to augment existing wireless operatisrat key facilities and routes (schools, stadiums,
business areas)The hot spots would provide radial coverage to first responders and other
authorized uses. The City would equip its public safety vehicles with exterior mounted
antennas and mobile routers capable of acting as access points. As an initial step, access
LI2Ayida O2dzZ R 0 Sinduflitigs Addit&o provide toverapeQdia sigitant

portion of the City.TheCity has more than 130 locations (including traffic signals) that are
suitable access pointso thisscenariohas great ptential for phased deployment.

To create a framework for understanding the pros and cons of thesesfmemarios, we provide
background on municipal wireless projects nationwide (Sec8pnan overview of wireless
network architecturegSectiord), and a discussion of Wi technology and networkperations
(Section5). We then discuss the City resources available to support a wireless network
deployment (Section6) and present a summary of the higwvel needs assessment we
developed with @y representatives (Sectior).

Next, we describe the scenarios in detail (Sect®)randinclude cost estimates to construct and
operate each(Section9) using currenty available equipmentbased onpreliminary system
engineering(Scenarios selected for implementation will require additional engineering studies
and contractual documents in order to proceed to implementatjdn.the final section of the
report, we ofer insight into future wireless innovations (Sectitl).
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3 AReview of the Municipal Wireless Landscape

This section examinea representative sampling of wireless initiatives that have been
undertaken by selected municipal gowenents over thepast decade In each of these case
studies, the municipality hadeployed wireless technology to address K S LJdedatibar@d Q &
communications needs artd meetmunicipal telecommunications requirements.

We selected thesexamples talllustrate a wide range ofelevantimplementation strategies
andapproaches teharting a citywide plan for deploying wirelesarvices'

The following wireless deployments were examined:

Brookline, MA¢ Citywide wireless network for public access and putdfety

Lompoc, CA Subscribethased municipal citywide \Whi network

Port Angeles, WA Citywide wireless network for public access and public safety
Ripon, CAq Citywide mobile public safety network

San José, CA Limited area deployment for public acsesvith a separate traffic
equipment control network

1 Santa Clara, CACitywide wireless network for public access and city utility

= =4 =4 4 A

3.1 Town of Brookline, MA

The Town of BrooklindMassachusetts has a population of approximately 57 jAi0®land area

of approxmately 6.8square miles. The Towis served by a commercial wirelepsovider,
Galaxy Internet Systems. Under a public/private partnership agreement negotiated with Galaxy,
the company built and operated a citywide wireless system to serve the dual danofi
providing paid Internet subscriber service as well as an independent network to support public
safety.

3.1.1 System Description

The Brooklinenetwork, installed in2007, consists of a total of 330 wireless access poamts
employs mesh connecting networtechnology. Subscriber access is provided on the 2.4
GigahertZGH3 unlicensel wireless band. The backh&uhesh operates in the 5.8 GHz wireless
band. The4.9 GHz licengePublic Safety spectrum is used by both police and fire. The police
have a total 25 vehicles and the fire departmehas12. Each public safety vehicle has mobile
routing used to toggle between the 4.9 GHz network and the Verizon commercial wireless
network.

! Note that CTC's analysis included a national review of municipal subsfnieced citywide WFi coverage
networks, and did not yield any examples of systems there fully financed through subscriber enues.
%Backhaul is the connection between a network end point and a core site.
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Wireless access equipment is manufactured by Strix Syst@ims.330 networlaccess units are
mounted on utility poles and other simildilownowned structures. The mounting leases are a
LI NG 2F GKS O2YYdzyAaAdeqQa O2yiGNRodziAzy G2 GKS

3.1.2 LessonsLearned

Over the approximatly five yearsthat this project has beemperational the¢ 2 & ypubkc
safety team has been satisfied withe performance. & over a year the system has been
operating without necessary maintenance support due to the fact that the system owner
(Galaxy isin the processf closing downits operations. All indications arehat the system is
working to the technical standards of performance that were anticipated as a part of the design
and implementation.

Unfortunately, limitations in network throughpyterformancebasedon the now obsolete IEEE
80211a/b technologies preclude subscriber support at a level curretgsiredby most of the
subscriber baserlhis is arexample ofa scenario in whickhe technology functioato its design
expectation,yet failsto address rapidly increasing custonmexpectatiors. Rather than invest in
an upgrade of the technology, th&ystemowner has chosen to abandahe operation and
pursue other more lucrativepportunities.

3.2 Lompoc, CA

The City of Lompodtas a population of approximate$2,000 in dand areaof approximately

7.2 square miles. The city constructed its wireless system in 2006 at a capital cost of nearly $4
million. The primary purpose for constructing the system was to providebésed WAFi
services to city residents. The system also support8ipgafety mobile data service and utility
smart meter applications.

3.2.1 System Description

TheLompoenetwork (Lompocne}* consists of a total of 21%ireless access poingidemploys

mesh technology. Subscriber access is provided on the 2.4i@idenseal wireless band. The
backhaul mesh operates in the GHz wireless bandVithin the mesh, an additional poisb-

point backhaul networlprovides dedicatedinksinterconnectingcore mesh access sites. Data
speeds vary based on location in the network and aigtrength; speeds are typically in the

700 Kbps to 3 Mbps range. The subscriber base is approximately 1,500 users, with about 80
percent paying $15 per month and the remainder paying an hourly access fee.

% See press release http://www.strixsystems.com/pr2006masshasetts.aspx
* http://www.cityoflompoc.com/lompocnet/Information.htm
® http://www.MuniWireless.com/2®9/02/05/up-date-on-Lompoc Network/

LJ
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3.2.2 LessonslLearned

TheQty has moved many of itsiiernal telecommunications services from commercial carriers

to the wireless network, and uses the wireless network wherever possible. Also, new services
such as video surveillance are being considehecevaluating performance ivas noted that
within cetain building structuresthe attenuation of signals from the Wi access units
degraded signal performance, encouraging subscribers to install external receiving/repeater
devices with the assistance of system staff.

A subscribefinanced wireless networkKaces heavycompetition from commercial cellular
carriers and fixed fiber/wire/cable television providers. The commercial carriers deliver higher
speed services over a much greater area.

Finally, the rapid changes in technology dictate the need for agbirea program to update
technology to address customer needs and expectations. Historically, municipal infrastructure
projects have been associated with services such as water, power and gas utilities.
Telecommunications is an entirely different ball game.

3.3 Port Angeles, WA

The City of Port Angeles is located approximately 100 mibethwest of Seattle. Thelty is a
harbor border crossing with Canada on San Juan Straights, south of ViBGi&e mpulation
of the cityis 20,100.The Gty of Port Angels, like Palo Altpoperates its own electrical utility
andhasa backbondiber-optic network.

In May of 2013Port Angelexompleted a citywide broadband wireless network funded in part
by a grant under the American Recovery and Reinvestment Act of (XRR) Broadband
Technology Opportunities Program (BTOP). The City received $2.6 million agrargel of
the Northwest Open Access Network (NoalNtvhich received a total grant of $54.4 millién

® NoaNet is a statewide broadband fiber optic service provider that provide whole-sfate networking services.
NoaNet is owned jointing by participation municipal utilities.

" CTC assisted the city in developing BEOP grant, prepared the systdevel RFP to purchase the system, and
provided technical oversight throughout the construction process.
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Figure 1: Port Angeles, Washington z BTOP-Funded Wireless Network Project

CONNECTING AMERICAS COMMUNITIS

A BROADBANDUSA
ek

The primary goal of #aPort Angelegroject was to provide high capacity, dedicated broadband
gANBEt Saa O020SNI3IS (2 GKS /AGeéQa LlJzofAO0 -alkFSiae
cost citywide WA to the public, selected anchor facilities defined under the ARRA, graaht
underserved Native American commugi In developing the business plan for the network,

the city chose to make the Wi service available to the public on a subscriphasgsindirectly

through the services of third-party ISP for marketing, customer suppa@d Internet access.

¢tKS / AGeQa ogvaddedigat dor theSpiirpoBeNdf providing mobile coverage to
public safetypatrol vehiclesover approximately 80 pergé i 2 ¥ ( K Squardmiledlddd mn T
area.

The network provides client (user) access through two independent wirelesgetworks
employing both the4.9 GHz (licensed) and 2.4 GHz (unlicensed, public) wireless bands. The 4.9
GHz spectrum has been reserveyg the FCGor the exclusive use of the local public safety
entities and other associated agencies with a public safety focus, suthitgsinfrastructure.

In order toestablishreliable network coverage to users throughout the City, the initial nekwor
deployment wascomprisedof 239 wirelessaccesspoints installed at locationgo maximiz

wireless coverage to targeted areadSach of the access points is interconnected to the core

0l 0102yS ySG62N] SAlGKSNI (K NbPadBaid fibrrioptisr@tivorkO2 yy S O
or through a wireles mesh link

3.3.1 System Description
The followingparagraphsiescribe tle major components used inthé@ & Q& y St g2 NJ @
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3.3.1.1Wireless Access Points

All users access thPort Angelesnetwork through one of its 239 wirelessccess points.
Wireless links in UHFRnd SH¥spectrum are used to provide a digital communications path
between the user (client) and the access point. This network supports fixed and mobile users.

Dedicated radio frequency spectrum is provided in thseparate bands:

1. The 4.9 GHz public safety basdpportscommunications between public safety vehicles
(e.g., police cars, fire trucks) and fixed network locations.

2. Access to the public network is in the unlicensed 2.4 GHz wireless band, which is used
universally to support both business and home users through commonly availabt8 IEEE
802.11n equipment. Nearly alconsumerlaptop computers, tablet devices and smart
phones contain internal hardware and system software to operate in this band.

3. The wirelessaccess points form a wireless mesh using the 5.8 GHz hames, which
AaSNYSa a ol O|lKlIdAf 020K 0SG6SSy I 00Saa LRA
fiber-optic network.

Figure2 graphicallyillustratesthe network operation and functionality.

8 Ultra High Frequency (300 Mig3GHz)

® Super High Frequency (3 G20 GHz)

1% nstitute of Electronic and ElectricEngineers, Inds the international professional organization which has
spearhead network standardization among manufacturers for more than four decades.
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Figure 2: Network Overview of Port Angeles Wireless Network Infrastructure
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Lowpower wireless equipment available fdr9 GHz and 2.4 GHar this type of network
deployment exhibilimited range primarily due teadio signal absorptiooreated by structures
and foliagethat attenuate the direct lineof-sight radiation between network components. In
general, the range of most applications is limited to the direct optical line of sighbt more
than 250to 300feet from the access point.

In addition to the wireless links between the users and the access devices, ihar
independent backhaukireless link between the individual wireless access points and the fiber
optic network.

Figure3 is a photograph of one of th@ort Angeleswireless access points mounted on a
streetlight. The majority of the access units are mounted on either streetlights or utility poles.
The power to operate the unisiobtained either from the streetlight wiring or an added circuit

on the utility pole. The devices are typically mountedaahominalheight of 20 feet above
ground. Based on field testing, this mounting position appeartsd provide the best
compromise beween distance coverage and providing sufficient signal in the immediate
vicinity of the mounting structure. Placing access points at a higher elevation created additional
interference at adjacent sites.

10
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Figure 3: Wireless Access Pant Mounted on Street Light

Figure 4 below illustrates a typicalPort Angeleswireless access pointThe electronic
component boxon the extreme righthousesthe wireless radiotransmissionelectronics for

eachof the wireless bands. The vertical elements above and below the housing are antennas
used to communicate with public safety vehicles and fixed commercial users. The units employ
802.11n multiple access antennasreferred to in the industry & multiple input, multiple

output (MIMO) technology that continuously selexthe best transmission path between the

user and the access unit. The panel antennas located between the access unit and the pole are
directional antennas used to communicate with adjacent ascpoints through the 5.8 GHz
wireless mesh.

Figure 4: Wireless Access Point (Detail)

11
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be connected directlyto the backbondiber-optic network. For meskonly connected units,he
physical length between hops aride number of hops varies throughout the system based on
the placement of the access point and the location of existing {fup#ic interconnection
points.

The/ A @& Germ dtr@&efydto enhance network performanaecludesadding access points to
expand the coverage area and ag fiber accesspoints to decrease the number of hops
within the network to the nearest fiber access point. The current implementation was
developedas a balancdéo minimize construction costs and maximizgervice area within a
constrained capital budget.

Figure5 below is a City map illustrating the locatio of the wireless access poinfge blue
circlesindicate the location othe wireless access pointiie sites with the outer redaircles are
fiber network interconnection points.

Figure 5: Locations of Wireless Access Points in Port Angeles

1 W
® ) RN

The map irFigure6 illustrates the backhaul connecting the wireless access points. It should be
noted that wireless backdul mesh is a dynamic, computeranaged infrastructure. Path

12
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routing changes in redime to maximize throughpytso Figure 6 lustrates the backhaul
routing taken at a particular moment in time.

Figure 6: Backhaul for Wireless Access Points in Port Angeles

2013 WMDS Backhaul Map e

3.3.1.2Virtual LANs and Interconnection

The individuaPort Angelesvireless access points are connett® the network control center

through afiber-optic network owned and operated by thkcal system integrator Capacity
Provisioning Inc. (CPI). Traffic from each of the devices travels back to the facility through
virtual local area network pathways, Ited VLANS or virtual LANs. These individual segments
separate traffic between the various applications, such as public safety, public subscriber
service, and network monitoring and control. This permits both the segmentation and
separation of services andt the same time provides the necessary security between the
AYRAGARdAzZIE yStGg2Njlad ¢KS [ ! b OFLIoAfAGE GAff
access" to multiple Internet service providers (I3Rsyequirement of the BTOP funding.

Figure7 illustrates the VLAN concept and how it is used in the Port Angeles network. As can be
seen in the figure, the green lines represent the transmission of public safety data, the red line

13
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indicates the commercial meork, the yellow line identifies network management, and the
blue line shows dedicate@ity services within the existing Cider-optic network. The virtual

LAN concept provides a mechanism for clearly separating individual services while multiplexing
or combining on a common transmission line.

Figure 7: Functional Diagram of the VLAN Infrastructure
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The CPI monitor software oversight of thestantaneous performance of any wireless system
varies due to changes in path loss, fi@ loading within any particular segment, and
interference from other REmMItting devices.

A realime LISNF 2 NI yOS (22t ONBIGSR o6& GKS /AGeéQa
mechanism for weeding out specific network problems associated with @nmore of the

access points; it provides network managers with the tools to tune and align components to
maximize network performance. It also provides network planners with quantitative
measurement for determining which locations need to be addressil direct fiber access

points as the network expands

3.3.2 Network Operations

The public safety network is managed jointly by the City and its vendor, CPI. The public 2.4 GHz
network is operated as a commercial venture with network support from CPI. The rieaso
designed and built has the capability to support additional ISPs.

14
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3.3.2.1Public Access Network Specifics

The Port Angelespublic network is designed to provide efficient lawst services to the
general public and commercial users. It is intended primaslya service for home and small
business applications, and is targeted toward the general public on the move.

At the time the network project was completed, only one Internet service provider, OlyPen, had
entered into an agreement with the City to provigeiblic Internet access over the network.
OlyPen is an established local ISP that has provided other forms of Internet access on the
Olympic Peninsula since 1996.

hfet SyamShaSdiN@At S { SNBAOS dzaSa GKS ySidgFeN] Qa
service over most of the City that is similar to the wireless hotspots available to the public in
many airports, coffee shops, restaurants, and hotels.

ht et Sy QNet Fix&dRdWP Internet service is similar to cable, DSL, and other forms of
fixed lroadband Internet services, in that a device commonly referred to as customer premises
equipment (CPE)in this case, an externally mounted wireless transceivsrinstalled by the
company at the customer's residence or business. (8gere8.) There is no need for a cable
TV connection or telephone line to obtain a service.

Figure 8: Exterior -Mounted Customer Premises Equipment (CPE) Unit

3.3.2.2Public Safety Network Specifics

The public safetynetwork is focused on providing higipeed, lowcost network services to
vehicles. While the wireless network provides services throughout most of the pertinent areas
in Port Angeles, the high priority and -olemand service requirements of the public dsfe
community require additional facilities to augment the wireless service.
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examines signal quality from both the @tywireless network and the availabbt®@mmercial

wireless services. The router dynamically provides the mosteftsttive and reliable service

by switching between the City network and the pagyou-go commercial network as

needed! (SeeFigure9.)

The mobile router is an important component in the network because public safety vehicles are
regularly operated outside of the City of Port Angeles. Public safety service obligations to the
public do not stop at the City limeand, in fact, many of the aff are constantly traversing City
boundaries.

Further, there are also areas within the City where wireless coverage is not always rdliable.
longterm goal for the project is to isolateand reducethe dead spot areas, through
repositioningthe accesgoints or adding access points as fundoggmits.

CommercialG servicesire availableto all public safety vehiclegatrol vehicles have sery

high probability of accessing either both the commercial services aritle City wireless

network. Ongoingvork is focused omefining and expanding this netwotk improve coverage

AY ONRUOGAOIFE FITNBFaz gKAES GKS ySOGg2N] YIylFaSys
the internal vehicular routers aims to provide more or less continuous wireless covertdge wi

the 4.9 GHz service to minimize access toaayou-go services within the City limits.

Public safetyehicles are also equipped with anobile routerdevice that provides connectivity
back into the Port Angeles network. Thauter ensures that all dathetween the public safety
vehicle and the Port Angeles network is transmitted securigypuiltin VPN

" Typically wireless users on commercial networks pay a fixed fee for a defined amount of date. &eyond
that point services are paid for on a metered basis.
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Figure 9: lllustration of Public Safety Mobile Router Function
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Within the public safety vehicland 100to 200feet from the vehicle,a secure 2.4 GHz hotspot
provides connectivity t@ther WiFi enableddevices. This hotspot can provide connectivity for
mobile data terminals, laptops, #ehicle cameras, and other netwedonnectable devices.

3.3.3 Lessons Learned

The Port Angeds network performance has clearly addressed the public safety (sers
requirements. Patrol officers routinely use thevehicle reatime video surveillance capability
to assist offices on patrol

TheCA e Qa LYyF2N¥IGA2Y washd EnyagiveZparicipaRt SnLthe Ndre¥essy
project Staff concluded that because tiie mannerin whichthe system was configured to
support the public WFi implementation the network did not provide adequate security to
support criticalGty applications.This pecludes the use of the network to support adity
enterprise network and Utility SCADA requirements.

Finally, the revenues received fromtail Wi-Fi users have fallen short of expectatidf There
isaRFAf & AaFNBSé¢ 27FTFSNRY Rrs.(Experienceitd dateJd tazthkirdd I Y R
party commercial ISP did not aggressively pursue the retail méwmkebnsumer services. This
Wi-Fiservice directly competes with DSL services pravimethe ISP.

A specific dollar amount is not publicly available.
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3.4 Ripon, California
The City of Ripon, Californfeas a population of approximately 14,2@%er a land areaof
approximately 5.5quaremiles.

3.4.1 System Description

This Ripon systemwas installed to support public safety applications within the city. It was
constructed in 2005 and operates in the 2.4 GHficensed band. It employs proprietary
Motorola Mesh electronicga product thathas been discontinugd There are a total of 52
wireless access points providing coverage over most of the city. There are a total of 81 client
devicescomprisinga mix of mole vehicles, video camergand SCADA devicéhe system has

been in operation for approximately 10 yedrs.

TheRipont 2f A0S 5SLI NIYSyidQa L¢ RitdnsNipoftBg limited LIS NI { S
maintenance thatt requires. Ithasproved to be a valable tool to support dayo-day public

safety applicationsThe ystem relies totally on the mesh infrastructure to interconnect all the

wireless access points.

3.4.2 Lessons Learned

ThisRiponsystem was designed to serve a specific application and is nredtand operated

by the user group. Public safety staff sestm be very satisfied with the overall operation. They
are proposing to upgrade the system to new technology since the original sysiedware
vendor Motorola no longe supports this product. ie 10year lifespan goes well beyond
expectations in wireless technology. This particular product represented a good mix for a
relatively small community focusing on specific requirements and goals.

This an example of a successful, standalone wirelesggtrtargeed to a single user group
(public safety) that is managed and operated by the user group. The equipment selected
appears to have met all thelesign performance requirementsf the uses. As in many
technologybasedprojects, simple is good.

3.5 SanJose, CA

The Gty of San José has two interesting, ongoing wireless initiatives. Recent deployment of
LJdzof AO oANBESaa KFra 0SSy AyaulftftSR Ay fAYAGSE
both public access and enhancements to parkih@ublic acess is also available at the
convention center and the airport. This installation uses fpaghformance 802.11n technology

'3 Information provided by Ripon PD IT department staff
14 Joint press release City of San José, Lenka Wright & Mark Riscaro Ruckuss\Mirate4, 2014 City expands
service to SJC Airport and convention center.
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A separate system is being installed for communications and control purposes with the city
traffic signals® This is a standalone &hetry system independent of the public access
network.

3.5.1 System Description

TheSan Jos&Vi-Fi system provides free WA public services in limited multiock areas in the
downtown core business areas. The vendor has installed and maintains equipmeangsbe/
targeted outdoor areas, the city convention center, and the airport. The equipment used for
traffic signal control is independent of the wireless network and is operated and maintained by
thecA i@ Qa GNIFFAO SyaAySSNAyYy3I 2NABFIYATLFGAZ2Yy ®

3.5.2 LessonsLearned

As a part of this recent downtow8an Josavireless network deployment, higbapacity IEEE
802.11n technology was installed to increase throughput performance up to 200 Mbps and
expanded coverage. Wireless is a rapidly developing technology; typicallgeravations of
equipment have a practical maximum useful life of five to seven years. This is particularly true
for the access point hardware which is installed in the field. Other elements of the system such
as broadband backhaul to interconnect to casitcenters and the physical mounting structures
used for the access points have practical lives of 20 to 30 years. As has been demonstrated by
the cellular industry, there is a constant need to redeploy nedielul electronic equipment to
capitalize on esr-expanding throughput capacity requirements for users and address changes
in communications technologies (e.g., enhanced signaling and encoding) and expanded
spectrum resources resulting from FCC efforts to reclaim SHF spectrum.

Deploying separate wirets networks for public wireless access and for the traffic signal
application has merit. The design for each network can be tailored to meet the specific
operating requirements and performance specifications for each of these services. A single
universal wireless network generally may not cesffectively address all of the specific
requirements of various user groups within the municipality. A generic-aida backbone
wireless network may have merit for certain deployments. In many cases, it unfortymatey

not address all users adequately.

3.6 SantaClara, CA

3.6.1 System Description

The Santa Clara system is a genprapose citywide system that providésee Wi-Fi coverage

to citizensk YR A dzLJLI2 NIIa O2y G NBf Y2y A (PhaIgiem opgraeg OG A 2 v &
by Silicon Valley PoweSYP MeterConnect) provide®verage within the city limitover
approximately 19squaremiles Thereare a total of 600 access points a mesh network to

®public release, Proxim wireless, Reducing congestion on the streets of San José with Wireless Traffic Control
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extend the coverage of existing fibeptic deployment.Figure1l0is a map posted on thélty
website showing the areas of coveratjePortions of the infrastructure of the systemere
purchased through a distresseshle of installed assets by the city utility from a defunct
commercial providr for approximately $200,000. It was upgraded and expanded in 2043

cost of approximately $2 million. Separate SSID accesses are available to the public,
government and public institutionsThe Gty estimates tkere are approximately 5,000 unique
public users. Public access is provided up to 3 Mbps.

Figure 10: SVP MeterConnect Coverage Area

E

WiFi Coverage of Santa Clara® /G
Based on Deployment Density

3.6.2 LessonsLearned

As noted in so many systems, the public will use free=Méervice on a regular basanta

Clara does not have a fdmsed service; all public access is ffemffic depends on a variety of
factors which include speed, reliabilignd other available serviceghe network is operated by

the Aty municipalutility. Estimated annual operating cosia addition to the apital cost are
approximately $200,000 per year. A substantial portion of this is mesh radio software licenses
and maintenance.

For the longer term, future upgrading of the system to support neWwaghercapacity services
will require a substantial invésientin fiber-optic transmission plant

18 santaclarafreewifi.com
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3.7 Implications to Consider for Palo Alto Wireless Deployment

Our review of the selected municipal wireless projects provides some insight on deployment
issuesthat might be addressed ifiormulating a Palo Alto wireles plan. In this review of
municipal projects we focused on projects targeted to support public safety, cities with an
existingfiber-optic infrastructure, and in some casegties thatoperate their own electrical
utility.

We note that in the projects desribed above, there areeveral recurring findingsspecifically

a set of common findings within the municipal wireless community. Our industry review, while
clearly limited in scopgeveals that there is a core thread that supports some rather practical,
commonsense guidelines for wireless deployment

1 Noneof the municipal or commercigdrojects that we examined were able to develop a
sufficientrevenuestream to make the undertaking a viable business propositidre
public appears to appreciate the alability of free highspeedWi-Fi if you build it and
give it visibility the public will use it. For exampléogins inPort Angelesincrease
substarially duringperiodicfree periocs. On the other handwhen the public isasked
to pay forserviceon anongoing or subscription basithere appears to be a vergmall
customer base.

Should theQty elect to move forward omleployinga subscribefinanced citywidewi-Fi

coverage modelwe strongly recommend that the City first undertake a systematic
consurer demand study to determine the interest in a-liproduct, the performance
parameters anticipated by users, and the subscription rates that users are willing to pay

for the service. (We note that the City invited residents to participate in an onlineegu

Fo2dzi 6ANBE Saa aSNIIAOS 2 LJiA 2 yesultshofthiddesff € H M
selectedsurvey are included as Appendix [n)our nationwide review of municipal
subscribeffinancedcitywide WiFicoveragenetworks, we did not find anyystems that

were fully financed through subscriber revenues.

1 The practical deployment of Wi services requires a higlapacity connection between
the access points throughn expansive, dedicated higtapacity broadband backhaul
network!” This backhauhetwork canuse either wireless orfiber-optic technologies
(andin many casesa mix of both technologigsin Palo Alto, e existing CPAtber-
optic infrastructure does not have sufficieoitywide points of presence or the requisite
capacity to suppdrcitywide implementation ot public WiFi network.

" Backhauhetworksconnectwireless accesgointsto the corenetwork management system
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1 Should theCty chooseto move forward on implementing citywide V¥ coveragethe
most costeffective and efficient manner for deployment would be to silmin concert
with an aggressive citywidiber-optic expansion projectt & &S0 2dzi Ay GKS
deployment study?®

1 Finally a word of caution Consumeitargeted wireless technology continues to evolve
rapidly, wireless electronic equipmengenerallyincorporates significant performance
upgradesn three to five yearintervals It is difficult to predict what technical standards
will be employed by consumer devices for wireless communications in the fuiune.
practical deployment for wireless technologies associated with consumer devices needs
to take this into accountThat said, investment in core wireless infrastructunghich
includes mounting locations (poles, towers), electric power, and-bagiacity backhaul
links for access deviceswill provide a foundation for much greater longevity for
supporting the continual migration of wireless technology standards for consumer
access devices.

For each wireless deployment scenario, a comprehensive business plan needs to be
developed for upgrading access equipment at regular interyialsontrast, nuch of the

core infrastructure such as the mounting structur@sg, utility poles and streetlight
poles)for the access devices, powequipment,and backhaul networksypically will be
operational for 20 to 30 years.

'8 This would entaiwith an estimateccapitalinvestment ofapproximately $77.6 million.
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4 Wireless Network Architecture

Three general types of wireless topology are commonly employedthe systemlevel
architecture of network design (1) pointto-point communications, (2) poirtb-multipoint
communicationsand (3) blanketareawide) coverage. Generally each of these technaisgs
used to construct wid@area municipal networks. This section examines the fundamentals of
each topology and how thegreimplementedin practical networks.

4.1 Point-to-Point Communications Links

The pointto-point topology supports a communication libktween two points. Typically this is
bidirectional and is configured to support data rates, availabitityd security levels required
for the specific application. For wireless communicatjoeguipment is mounted at an
elevation such that there is a &rof-sight path between the two points in the network. The
height of the emitting and receiving antennas needs taba level above ground and generally
clear of trees, buildingsaand other objects that might absorb or reflect radio signals along the
path. Lower frequency systems operating in the M@gahertz IH2 UHF rangenot only
provide a direct signal but also can suppogtiable extended coverage beyond cldare of
sight. New technologies such B4MO supporting multiple antennas permit extendeange
through the use of multiple input and output antennas.

Awide variety of pointo-point products available fromariousmanufactures operate in both
licensa and unlicensed spectrum in the 2@Hzto 5 GHz rangethese productsan support
bidiredional pointto-point IRbased links and data rates in excess of 10p#1Fhese devices
support full error detection and data encryption algorithms. Typically the devices include an
integrated radio and antennasa single package for mounting on buildsngnd towers. Many

are small and can be comfortably mounted on existing urban hardware such as traffic signals,
utility poles and streetlights.

In order to support a reliable, poifib-point wireless linktiis common to mount deviceat
elevations of 2@o 75feet*® above groundpositioned to avoichearby obstructionsDepending
on terrain, foliage and other obstructions point-to-point infrastructurewill provide reliable
communications links at distances up to 2.5 miles operating in spectrum fré@kzto 5 GHz.
Figure 1 illustrates a simple poitd-point link connectingone fixed antenna located 7feet
above groundto a second site 2(feet above ground.Thisterrain profile analysisdoes not
include amounts for clearance of buildings and vegetatrather, itrepresents a starting point
for an infield walkout evaluation to determine thexistenceof site-specific path coverage
issues

19 Subject to local zoning ordinances containing restrictions and requirements on heights and mounting structures.
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Figure 11: Sample Point-to-Point Link Analysis
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4.2 Point-to-Multipoint Communications Links

Pointto-multipoint deploymentsbuild on the pointto-point topology by adding additional sites

to the network. One or more sites serve as the core site. The core or hub site is located in a
position where it is able to communicate with all of the sitethim the pointto-point network.

All of the individual service pointsnust be able to support a reliable poirtb-point link
between the hub site and the service point. This generatuiresa detailed investigation to
determine the most suitable locatm for the core hub site. Generally this is located in an
elevated area, typically an existing towbuilding or other such structure that provides for the
highest suitable height abowbe average terrain of the area encompassing all of the individual
service points.

Since the hub site represents a single point of failure for the entire netwibrgenerally
includes hot standby backup core communications equipment that automatically switches an
operation in the event of failure of the primary equipmenindividual site equipment
installations may or may not be backed up based on network prioriEggire12 illustrates a
typical pointto-multipoint network. Here, practical applications include communicationsato
parked publicsafety command van, links for temporary work sites or offieesl Utility SCADA
sites.

The pointto-multipoint network is generally the basis for wideea deployment. For example
if the pointto-point range between any two devicestiso miles or lessthe area served by a
hub site would be limited to a radius #fvo miles from the hub site. In order to expand
coverage, in areas where there exists a rodistr-optic network infrastructure, wireless hub
sites are interconnected by fiber. In Palo Alteen the existingiber-optic infrastructure, direct
fiber-optic interconnection would be the preferred option.
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In situations wherefiber-optic interconnection is not available the options include extended
point-to-point wireless links utilizing narrow ben antennas at higher elevations or-called
mesh technologies that repeat and forward data traffic between hub sites.

Figure 12: Point -to-Multipoint Example
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4.3 Blanket Coverage

Blanket coverage addresses the requiremenfptovide a minimum levelbf interferencefree
wireless service throughout defined coveragearea. This coverage is typical of the type of
service being provided by commercial wireless carriers such as Verizon, AT&T, aBprikt
Mobile. The service providers gk base station facilities that communicate directly with user
devicegoften handheld or mobil&levices, in locations that vary with the time of day)

In order to provide this coveragthe commercial carriers have invested large sums of money in
acquirng spectrum resources from the FCC, building towarsl developing an extensive
backhaul system to integrate each of the transmissiower facilities into an areaide
network. Generally the towers are shared by the various commeocabillar providersand
distributed antenna system (DAS) operatoagd are often leased from companiésat focus

on tower facilities as revenuproducing investments.

There are alternatives to the traditional commercial wireless carriers for providing localized
blanket wirelesscoverage. Blanket coverage networks can be installed in targeted areas and
provide services within the specified areas that can rival traditional carrier 4G services in both
cost and performance. This type of implementation woutddoubt focus on shi-range high
capacity wireless access devices located within the target service area. Most consumer devices
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such as tablets, smartphoneand PCs include VFi capability. Newer devices support both 2.4
GHzand 5 GHz technologies. They support data trassion rates in excess 80 Mbps. The
range of modernVi-Fiwireless access points is typically 200 to 864.

Figurel3illustrates a conceptual approach to providing coverage within a definedarBalo

AltoQ &entral busness district. As can be seen in the figure, access devices located at
intersectiors might be mounted either on traffic signals or on utility or light poles in the Afea
Each access point serves a limited azed provides sufficient signal intensitp communicate

with low-power mobile devices such as tablets and smartphones. Different colors for the
coverage areas for each of the access points indicate differing channels for communication to
minimize interference between adjacent sites and to enhance dkerall capacity of the
system.

In this illustration the wireless access point provides point to multipoint infrastructure to
communicate with the subscriber unit. Backhaul of information from the wireless access point
would be provided via individualomt-to-point fiber-optic links to a core management center.

To minimize fiber deploymenoptical multiplexing technologiésmight be employed to permit

the integration of the backhaul link onto individual shared fiber lines with each site utilizing
differing optical wavelength.

Figure 13: Conceptual Approach to Providing Downtown Palo Alto Coverage

|t should be noted that while on the surface it might be a simple matter to add equipment to the traffic signal
infrastructure, there are numerous, unique challenges associated with each potential access site. Planning will
need to be coordinated with trafficregineers and in some cases specific locations may prove to be unusable.

L For this type of application, optical splitters are used to separate individual optical channels much like the travel
lanes on a highway. By employing optical multiplexing the sé@mee €an carry the backhaul of a dozen or more

sites.
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